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Big Brother is watching you 

Onze privacy (voor zover we die nog hebben) wordt steeds verder 
beperkt. Zowel Big Tech als overheden kijken met ons mee, en 
willen onze vrijheden nog verder inperken. Met de komst van 
CBDC (Central Bank Digital Currency), kortgezegd de digitale 
munt van de centrale bank, zal onze wereld er nog meer uitzien 
zoals werd beschreven in de roman 1984 - dat zogezegde 'fictie' 
werk, u weet wel. Er zijn ook wat haken en ogen aan deze CBDC, 
maar dat is voor de volgende editie. Deze week: privacy anno 2021. 

 

 

 

Vierde Kwartaalwebinar 
Zaterdag 18 december 17u00 

  
Tijdens ons laatste webinar van het jaar 
zullen we eerst stilstaan bij zowel het 
afgelopen als het komende jaar, waarna 
CEO Stephen Twyerould een update 
komt geven over de stand van zaken bij 
Excelsior. Vragen over de toekomst van 
het bedrijf? Wees dan zeker aanwezig. 
Deze webinars zijn gratis, maar gelieve 
nota te nemen van het feit dat mijn tijd 
dat niet is. Elke donatie, hoe klein ook, 
wordt zeer gewaardeerd. Schrijf hier in. 

MACRO Trends 
Nieuwjaarsreceptie 

Zaterdag 29 januari 14u 

Van Der Valk Gent 

 

Meer info op pagina 24

Video's Studiedag 
Aangezien de opnames van de studiedag in 
november wegens technische problemen 
lang op zich laten wachten, staan er hier 
voorlopige versies, opgenomen door een 
abonnee die de livestreams meevolgde. Als 
alles goed gaat, zijn de professionele video's 
volgende week eindelijk beschikbaar. 

   

https://tixoom.app/brechtarnaert/9hq27cvd
https://vimeo.com/user11169093


 

Een van de klassieken die je mijns inziens gelezen 
moeten hebben is 1984 van George Orwell, voor 
het eerst gepubliceerd in 1949. Deze roman speelt 
zich af in 1984, na 'de revolutie' in Londen, onder-
deel van de wereldmacht Oceanië. De bevolking 
leeft onder een totalitaire staat die handelingen, 
maar ook gedachten controleert. Mensen met de 
'verkeerde gedachten' worden opgepakt door de 
"thought police". Hoofdpersonage Winston Smith 
werkt voor "The Ministry of Truth", waar men 
dagelijks propaganda produceert, 'nieuwe waar-
heden' creëert, en 'oude waarheden' herschrijft of 
vernietigt. Zo wordt een verhoging voor de kosten 
van benzine verkocht als een daling van de kosten. 
1984 waarschuwt de lezer voor totalitaire regimes 
waarin vrijheid niet bestaat en waarin censuur, 
angst, geweld en manipulatie de toon zetten.  

Een staat die bewegingen monitort, hersenspoelt, 
vrijheden beperkt, waarheid en leugen omkeert... 
Sounds familiar? Over Orwell gaan allerlei verhalen 
de ronde. Zo wou hij ons, als elitefiguur en lid van 
de vrijmetselarij, misschien waarschuwen voor wat 
ons te wachten staat. Misschien, misschien niet. In 
ieder geval blijft de invloed van het werk groot, en 
heeft de kracht van de boodschap reeds lang de 
drijfveren van de auteur - wat die ook waren - over-
stegen. Het boek werd in meer dan 65 talen uit-
gebracht en begrippen zoals "Orwelliaans" en "Big 
Brother" zijn ondertussen ingeburgerd. 
 

 
De ironie. Een boek over propaganda en het her-
schrijven van de geschiedenis naar het 'correcte' 
politieke paradigma zal worden herschreven om in 
lijn te vallen met het 'correcte' politieke paradigma.  



In 2016 publiceerden Maurits Martijn en Dimitri 
Tokmetzis "Je hebt wél iets te verbergen", met als 
ondertitel "Over het levensbelang van privacy". 
Voor diegenen die nog nooit hebben stilgestaan bij 
privacy en de schaduwzijde van de digitale samen-
leving, of voor wie denkt dat het niet zo belangrijk 
is: lees dit boek! De epiloog mag je overslaan. 

Ook kinderen worden continu begluurd. Ondanks 
dat er in de Europese privacywetgeving staat dat 
identificerende gegevens van kinderen onder de 16 
jaar niet verzameld mogen worden, gebeurt het 
toch. Martijn en Tokmetzis hebben 72 kinder-
websites en apps gericht tot kinderen onderzocht, 
en constateerden door minstens 179 bedrijven te 
worden gevolgd. In een mum van tijd vonden er 
flitsveilingen plaats, waar tientallen bedrijven aan 
meededen om gerichte advertenties te kunnen 
bieden. De gratis spelletjesapp Minion Rush werd 
meer dan 100 miljoen keer geïnstalleerd, maar 
daarmee wordt ook meteen een Twitter, Facebook, 
en Google-account blootgelegd, en bijgevolg ook 
contactenlijsten. De meeste andere spelletjesapps 
doen hetzelfde. De schrijvers concluderen: 

"De smartphone blijkt een glimmend 
surveillance-apparaat waar je toevallig  
óók mee kunt bellen en appen." 
 



Het vliegveld is voor wie op privacy gesteld is de hel 
op aarde. Ga maar na: tassen en koffers worden 
doorgelicht, je moet door een bodyscan en tegen-
woordig moet je ook nog eens 'medische' gegevens 
voorleggen. Soms wordt je temperatuur gemeten 
of worden er foto's gemaakt. Vaarwel privacy. En 
toch accepteren we het in meer of mindere mate. 
Ik beperk mijn vliegtripjes tot de (nood)zakelijke, 
want ik heb geen zin als vee behandeld te worden. 

Dan hebben we het nog niet eens gehad over alle 
"data breaches", ofwel de grote hacks die hebben 
plaatsgevonden. Naam, adres, telefoonnummer, e-
mail, en zelfs bankgegevens of paspoortnummers 
worden zo gestolen en doorverkocht. Zo werd in 
2013 Yahoo gehackt, en eind 2016 gaf men eindelijk 
toe dat 3 miljard accounts van gebruikers er slacht-
offer van waren geworden. Ook Alibaba, LinkedIn, 
Facebook, en Marriott hadden de afgelopen jaren 
te maken met data breaches waarbij de informatie 
van honderden miljoenen gebruikers werd gelekt 
of gestolen. Dit zet toch wel de nodige vraagtekens 
bij de gegevens die we 'zomaar' achterlaten. 
Natuurlijk zijn er soms gegevens die je wel eens 
moet achterlaten. Maar wees toch terughoudend 
en doordacht. Iets wat we allemaal wel 'weten' 
("wees voorzichtig op het internet"), maar toch niet 
genoeg toepassen in de realiteit. 

Mensen realiseren zich vaak onvoldoende dat als 
een dienst 'gratis' is, zij het product zijn. Facebook, 
Twitter, Google, slechts een greep uit de vele gratis 
diensten die Big Tech ons voorschotelt. En zelfs wie 
kritisch staat tegenover deze bedrijven, blijft er zich 
op beroepen. Een oefening in balans tussen functie 
en gemak enerzijds, en morele principes anderzijds. 
 



Het aantal actieve gebruikers van de Facebook app 
blijft stijgen. Met zo'n kleine 2,9 miljard actieve 
gebruikers per maand is Facebook het grootste 
sociale netwerk wereldwijd. Indien we alle apps 
van Meta meetellen, beroept ruim 3,5 miljard 
mensen zich maandelijks op Meta. Dat is bijna de 
helft van de totale wereldbevolking. Meta is de 
nieuwe overkoepelende naam, geïntroduceerd in 
een recente rebranding na wekenlang negatief 
nieuws. De naam verwijst naar Metaverse, een 
soort allesomvattende digitale wereld in virtual 
reality. Een gedeelde, virtuele wereld. We zakken 
dieper en dieper in de matrix.  

De advertentie-inkomsten van Facebook waren 
vorig jaar gestegen tot een duizelingwekkende $84 
miljard. Dit jaar gaan ze daar weer ruim overheen. 
In de eerste negen maanden van 2021 waren de 
totale advertentie-inkomsten $110 miljard. Met 
een nettomarge van 36% blijft daar zo'n $40 miljard 
van over. Ondanks de recente controverses voor 
Meta, blijft de winst fors stijgen. 

Mark Zuckerberg heeft een aandeel in Meta van 
een kleine 17% en wordt geschat op een totaal 
vermogen van zo'n $100 miljard. Andere groot-
aandeelhouders van Meta: de grootste vermogens-
beheerders ter wereld, Vanguard (7,7%) en Black-
rock (6,5%). Overigens zitten deze aandelen voor-
namelijk in de fondsen van Blackrock en Vanguard, 
welke ten gunste komen van de eindbelegger: 
particuliere beleggers en institutionele beleggers 
die beleggen in de fondsen van Vanguard en 
Blackrock. Deze vermogensbeheerders hebben een 
stevige vinger in de pap. Niet alleen bij Meta, maar 
bij alle grote beursgenoteerde bedrijven. 



Het beeld is bij Alphabet (moederbedrijf Google) 
niet anders. Dat is en blijft ook een grote winst-
machine. Daar werd in het derde kwartaal een 
nettowinst gemaakt van bijna $19 miljard. De winst 
is al jaren stijgende. Alleen in het vierde kwartaal 
van 2017 was er een verlies van $3 miljard, omdat 
het voor $11 miljard aan belastingen gereserveerd 
had, doordat het buitenlandse winsten terug naar 
de V.S. ging brengen, wat belast werd.  

"Don't be evil". Ooit de spreuk van Google. Laat ons 
niet lachen. Google, dat is een aanschakeling van 
gebroken beloftes. Geen advertenties bij de zoek-
resultaten! Geen gebruikersprofielen die gericht 
advertenties leveren! Geen samenvoegen van data 
uit verschillende diensten! Ondertussen allemaal 
realiteit, ten nadele van de gebruikers. Gelukkig 
komen steeds betere alternatieven.  

De advertentie-inkomsten van de zoekmachine 
Google waren vorig jaar ruim $180 miljard dollar. 
En de privacy-issue is slechts één zaak. Vele mensen 
hebben weet ervan, maar denken dat het verder 
wel een goeie zoekmachine is. Maar ook op dat vlak 
heeft het bedrijf een kanjer van een agenda. De 
resultaten, vooral bij 'controversiële' zoektermen 
(wat is niet controversieel vandaag), zijn zeer sterk 
in banen geleid. Waar de resultaten van Google 
voor bijv. een bepaalde denker niet eens zullen 
linken naar de website van die denker, maar enkel 
vernietigende secundaire bronnen tonen (genre 
CNN-documentaire of "fact checking" site), zullen 
alternatieven een gebalanceerd resultaat tonen. 
Wie denkt zich weg te trekken van de propaganda 
door het "zelf op te zoeken", maar dan Google 
gebruikt, heeft dus vaak nog steeds een gekleurd of 
vertekend wereldbeeld.  

https://trackmenot.io/
https://adnauseam.io/


 

 

 

Nu was ik sowieso al niet zo'n fan van Big Tech, met 
al dat vals "fact checking" gedoe en de constante 
censuur. Ik zeg wat ik denk, dat weten jullie. Dat 
heeft me op LinkedIn en Facebook al een paar keer 
gedoe opgeleverd. Van de zomer zat ik drie dagen 
in de Facebook-gevangenis omdat ik een video had 
gepost waarin Dr. Luc Montagnier, de 'ontdekker' 
van het HIV-virus, moest toegeven dat hij het virus 
nooit geïsoleerd had. Ik heb mijn account nog niet 
verwijderd omdat er toch nog enkele interessante 
discussie-groepen zijn, maar ik heb het gevoel dat 
dit slechts uitstel van executie is.  

Youtube (onderdeel van Alphabet) doet ook hun 
uiterste best om het intellectuele veld te 'zuiveren'. 
Onlangs werd zelfs de dislike-teller verwijderd, vast 
omdat de propaganda van het systeem massaal 
werd gedownvote. Nu bestaan er wel extensies die 
'm terug zichtbaar maken. Opnieuw: gemakkelijk 
en gebruiksvriendelijk, maar zolang we er geen 
gewoonte van maken om alternatieven (BitChute 
bijvoorbeeld) als de nieuwe standaard te zien, blijft 
Youtube comfortabel zitten.  

 
Eind vorig jaar heb ik op Telegram het kanaal 
"Brecht Zegt" gestart. We zitten ondertussen aan 
ruim 6.500 volgers, en daar ben ik dankbaar voor. 
Telegram is relatief gesproken een goed alternatief 
voor Whatsapp. Maar het is ook niet volledig vrij 
van privacy-problemen. Het verzamelt IP-adressen 
en telefoonnummers die worden opgeslagen en na 
12 maanden verwijderd. Dat laatste is op zich al een 
vooruitgang, maar 12 maand is en blijft 12 maand - 
dat zijn 12 maanden aan hack-mogelijkheid. CEO en 
oprichter Pavel Durov heeft ook connecties met het 
World Economic Forum. Niet ideaal dus.  



 

 

Tot hier het eerste deel van een tweeluik over privacy. Volgende 
keer ga ik focussen op de digitale munten van de centrale banken 
en de opmaat naar een mogelijk social credit system. We zijn zo 
onbewust over hoe Big Tech, media en de overheden ons niet 
alleen manipuleren, maar ook onze privacy steeds verder in-
perken. Het wordt tijd dat we het heft weer in eigen handen 
nemen. Bewustwording en een aantal simpele wijzigingen zijn een 
belangrijke eerste stap. Terug meer offline leven een moeilijkere, 
maar ook meer significante stap. Met Kerst in aantocht, wordt het 
dan ook tijd voor wat bezinning, rust, aandacht voor je Zelf, je 
vrienden en familie, en de Heilige Geest. Herbron u, zodat we in 
2022 de koe bij de horens kunnen vatten, wat er ook gebeurt. 

 
Om de zoveel maanden gebeurt hetzelfde: een 
klokkenluider komt naar buiten met informatie die 
mensen razend zou moeten maken, men vloekt 
voor enkele dagen binnensmonds, vergeet daarna 
wat er gebeurde, en blijft hetzelfde doen. We 
weten dat de NSA en andere inlichtingendiensten 
metadata van miljarden burgers verzamelen. We 
weten hoe klokkenluiders behandeld worden. En 
toch, één van de vloeken van de moderne wereld: 
"Het is wel erg gemakkelijk..." 

Op zijn minst moeten we het Big Tech moeilijker 
maken. Bovendien ben je het toch ook wat aan je 
familie, je vrienden en je netwerk verplicht om een 
beetje netjes met hun gegevens om te gaan. Het 
beste advies? Ga lekker naar buiten. Laat die gsm 
thuis wanneer je afspreekt met familie of vrienden. 
Let er eens op hoe dat scherm je aandacht vraagt. 
Hoe je geconditioneerd bent. Een trilling gewaar en 
je tast naar je broekzak omdat je denkt een sms te 
hebben ontvangen. Dat kan niet gezond zijn. 
 
 
 



Het Paradox Investment Network 

Ik ben er ongeveer 8 maanden mee bezig geweest, maar op vrijdag 
3 december 2021 was het eindelijk zo ver: de akte van mijn eigen 
fonds - een Private Privak - werd verleden voor de notaris. Samen 
met mijn vennoot Kris Vinckier, die 20% van de aandelen in 
handen heeft (ik wou niet minder dan 80%), kiezen we nu met dit 
spiksplinternieuwe schip het ruime sop, na een uiterst succesvolle 
kapitaalronde. Niet minder dan 226 top-gemotiveerde matrozen 
meldden zich aan. Mijn dank is enorm, en nu zetten we samen 
koers richting zonnige oorden. 

Mijn vennoot in de Private Privak: Kris Vinckier, 
geboren te Ieper op 15 december 1961. Tijdens de 
MACRO Trends Investors Conference in november 
was er niet veel tijd om zichzelf voor te stellen, 
maar op de nieuwjaarsreceptie (29 januari 2022) 
gaat hij dat wel uitgebreid doen. Hij brengt ook een 
stand van zaken over de Private Privak, het fonds 
waarmee we vanaf 2022 in MACRO Trends kunnen 
beleggen. Spannend allemaal! 

De filosofie achter dit netwerk is gebaseerd op mijn 
Kerstessay uit 2017, dat ik voor de aardigheid nog 
eens mee zal geven in de studietips. In dat werk ga 
ik op zoek naar een nieuwe interpretatie van de 
Heilige Drievuldigheid: niet als een set van dogma's 
die de mens kritiekloos moet accepteren, maar als 
een set van drie paradoxen die geen mens kan 
ontkennen. 

https://www.acelaw.be/


Wil u meer weten, laat dan uw gegevens achter via deze Form 
(onze volwaardige website is nog volop in ontwikkeling). Let wel: 
dit is géén aanbod van financiële effecten. Het is louter een peiling 
naar uw interesse. Ons schip zit vol (zie zijbalk) en we weten niet 

wanneer we nog eens aanmeren om meer matrozen mee te nemen. 

 

Het grootste probleem in de cultuur van vandaag is 
de alomtegenwoordige zinloosheid, en dat is niet 
toevallig: de eigenaars van het monetaire systeem 
hebben in 1773 de oorlog verklaard aan de Logos, 
en het gevolg is dat we ons nu in Chaos bevinden. 
De Logos in ere herstellen, via allerlei initiatieven, 
dat is eigenlijk het doel van de Stichting. 

Mijn plannen met de Stichting heb ik uiteengezet 
op de Investors Conference. Als alles goed gaat, 
zullen de video's van die dag volgende week 
(eindelijk!) beschikbaar zijn. De strategie is om met 
die Stichting vzw's te gaan oprichten, elk met een 
specifiek doel, en dan via een charter te zorgen 
voor de financiering van die vzw's. De leden van het 
Paradox Investment Network (tegen dan misschien 
miljonairs) zullen dan de "patroons" worden van 
die vzw's. 

De Private Privak is één van de weinige 
rechtsfiguren waar nog geen fiscale diefstal op 
gepleegd wordt. Die 0 % belastingen (wat jammer 
genoeg enkel geldt voor Belgen, voor Nederland 
geldt het Box-3 regime) stelde mij in staat om in de 
verdeling van de winsten 10 % te reserveren voor 
de stichting, en 5 % voor Kris en mezelf. Kosten zijn 
beperkt tot minder dan een percent per jaar. Alleen 
de opstart kostte wat geld, maar dat is normaal. Al 
bij al een héél slank schip, met daarin 135 matrozen 
aan boord die minder dan 100.000 EUR legden (heel 
netjes onder het wettelijk maximum van 149) en 91 
matrozen die ons meer dan 100.000 EUR 
toevertrouwden. Wij danken iedereen voor het 
gestelde vertrouwen. 

Verdeling van de winsten

Investeerders Stichting Brecht Arnaert Kris V inckier

http://www.3smoney.com/
https://forms.gle/KPXfT8GbTkGbG3s47


Aandelen 

First Majestic Silver 

In tegenstelling tot veel andere zilverbedrijven is 
First Majestic Silver geen junior. Op dit moment 
hebben ze vier zilver-producerende mijnen. Hun 
topproject op dit moment is de San Dimas site. 
Deze site is goed voor zo'n 62,6 miljoen ounce aan 
zilver. Ook de La Encantade en de Santa Elena sites 
hebben zo'n 50 miljoen ounce aan zilver in de grond 
zitten. Ook goud is er talrijk aanwezig! 

First Majestic Silver is geen pure zilverproducent. 
Op dit moment hebben ze één site waar ze goud 
opgraven, zo'n 80 000 ounce in 2021. Het zijn niet 
hun grootste sites, maar ook bij een stijgende goud-
prijs gaan zij dus profiteren. Daarnaast is FR.TO 
volop bezig met het exploreren van andere mijnen. 
Van deze projecten lijken de Ermitano site en de 
San Martin site de meest belovende projecten. 
Benieuwd naar hun verdere updates.

Op 11 juni verkreeg First Majestic hun eerste 
silverplay. Daarmee hebben ze recht op 50% van 
het geproduceerde zilver van het Springpole Gold 
Project van het bedrijf First Mining. Deze mijn is 
naar schatting goed voor zo'n 22 miljoen ounce aan 
zilver over de ganse leeftijd van de mijn.
 



Crypto 

Bitcoin 

Consolidatie 

Staking 

Monero 

Onder 0.004 BTC 

Monero blijft verder afglijden. Ik zie helemaal geen 
fundamentele reden waarom dit gebeurt, maar het 
zijn de feiten. Als u in XMR heeft geïnvesteerd voor 
midden-2016, dan heeft uw investering het beter 
gedaan dan gewoon Bitcoin kopen. Maar iedereen 
die daarna heeft aangekocht, had nu meer winst 
gehad door enkel in BTC te investeren. Enkele 
edities geleden heb ik koerstargets gegeven, en ik 
blijf daar nog steeds aan vasthouden. Maar niets is 
gegarandeerd. Rationeel of irrationeel: als de markt 
de fundamentele waarde niet wil erkennen, dan is 
dat zo. Ik vermoed dat als Monero een uitbraak laat 
zien, die zéér stevig kan zijn. In dat opzicht is het 
nooit een slecht idee wat XMR aan te houden. Van 
één ding ben ik echter quasi zeker: Monero wordt 
wel degelijk gebruikt, en zal om die reden nooit 
waardeloos worden. En dat is iets wat ik van 
99.99% van de altcoin-markt niet durf te zeggen.  

Het dossier "hoe starten met crypto" kan wel eens 
een update gebruiken. Daar zullen we de komende 
weken werk van maken. Maar het meeste wat erin 
staat, is nog steeds relevant.  

Staking: gratis en makkelijk geld verdienen? Wij zijn 
niet happig op deze vaak erg technische handelingen, 
en kunnen dan ook geen hulp bieden bij eventuele 
problemen. Besef ook dat er een implicatie kan zijn 
o.v.v. belastingen, en zeker voor de Belgen. De 
stand van zaken is op dit moment erg onduidelijk. 
Dient u uw inkomsten van staking aan te geven als 
interest (om er dan RV op te betalen)? Valt het 
onder "divers inkomen"? U bent vrij, maar weet: dit 
is op eigen risico! 
 



1) Proof of stake / Masternodes 

2) Margin loans / Lending platforms 

3) DeFi / Liquidity pools / Yield farming 

"Liquidity mining". Een van de ondertussen ontel-
bare buzz words in de wereld van de DeFi. 

Had u graag nog een buzz word? Oké, wat dacht u 
van deze: "Yield farming".  

Terug serieus nu: hier ziet u een gesimplificeerd 
voorbeeld van hoe "yield farming" werkt met DAI 
op Ethereum via de DEX ("decentralized exchange"). 
Duik gerust die wereld in, indien u interesse hebt, 
maar op eigen risico. Wij beslissen ervan weg te 
blijven en kunnen bijgevolg ook geen technische 
steun leveren indien er vragen hierover komen. 
Onlangs werd er bijvoorbeeld nog een fout in een 
smart contract ontdekt op THORChain. In zo'n geval 
bent u uw inleg gewoonweg kwijt. 



Reeks: De aanslagen van 9/11 

Wie het 9/11 Commission Report heeft gelezen, die blijft met meer 
vragen achter dan antwoorden over de aanslagen van 11 september. 
In deze reeks aan bijdragen van een anonieme abonnee worden 

onderdelen uit het onderzoeksrapport belicht die, ondanks hun 

ernst en relevantie, niet werden onderzocht. Deze editie nemen we 
de week die voorafgaat aan de aanslagen onder de loep. 

Deel 4 | Aftellen naar Ground Zero 

7 dagen eerder 
Wat u niet in het officiële onderzoekrapport zal 
lezen, leest u hier reeds enkele weken. Tal van 
relevante en verwante faits divers die op het eerste 
gezicht niet vermeldenswaardig lijken, ware het 
niet voor het cataclysme dat zich op 9/11 voltrok, 
die de ganse wereld voor goed zou veranderen. En 
dan zijn schijnbare zijsporen plots erg relevant.  

Op 10 september 2001 meldt The Guardian hoe op 
5 september 2001 meer dan 500 websites werden 
gehacked en platgelegd in een gecoördineerde FBI-
actie. Deze meeste van die sites waren Arabisch en 
Islamitisch van aard. De kantoren en serverrooms 
van InfoCom Corporation in Texas werden door de 
FBI bestormd. Drie dagen na die inval in Texas 
waren agenten en veiligheidspersoneel nog steeds 
in de weer om iedere harde schijf waar men de 
hand op kon leggen te kopiëren. InfoCom hostte in 
het bijzonder de platformen van grote Arabische 
persdiensten zoals nieuwszender Al-Jazeera, maar 
ook Al-Sharq (een groot dagblad in Qatar) en Birzeit 
(de Palestijne universiteit). Maar InfoCom host ook 
de ietwat schimmige, meer obscure, en wat minder 
transparante organisaties in de Arabische wereld. 
Voor tal van moslim-organisaties in de Verenigde 
Staten was InfoCom de provider van data en hosting. 



De organisaties zijn vanzelfsprekend niet gediend 
met deze inval. Mahdi Bray, woordvoerder van de 
Muslim Public Affairs Council, reageert: "We have 
deep concerns that this once again is an attempt to 
rush to judgment and to marginalise the American 
Muslim community. There is a pattern of bias that 
often permeates all these types of investigations." 
De FBI wijst er van haar kant op dat dit niets te 
maken heeft met religie of een agenda rond het 
Midden Oosten: "This is a criminal investigation, 
not a political investigation, we're hoping to find 
evidence of criminal activity." De CEO van Infocom 
merkte terloops op dat zijn dienstverlenend bedrijf 
die weken meermaals het slachtoffer geworden 
was van zeer ongebruikelijke hacks, veelal door 
pro-Israëlische hackers. 

In voorgaande edities hebben we het vooral gehad 
over voorkennis en hoe met die voorkennis niets 
werd aangevangen. Laat ons het daarom hieronder 
ook even hebben over zij die de 'waarschuwingen' 
niet negeerden en op die dinsdagochtend ver uit de 
buurt bleven van beide wolkenkrabbers. 

Tal van hooggeplaatste zakenlui die vergaderingen 
hadden geboekt in de Twin Towers op de ochtend 
van 11 september 2001, bleken plots toch andere 
plannen te hebben. Een symposium van Warren 
Buffett op de luchtmachtbasis van Omaha leek hen 
een leuker event die ochtend. Die luchtmachtbasis 
was ook naar waar G.W. Bush die ochtend werd 
overgevlogen, in de ondergrondse commandopost. 
Willie Brown, de burgemeester van San Francisco, 
kreeg 's avonds 10 september dan weer de stellige 
maar wat vage aanbeveling "zijn vliegreisplannen 
voor de volgende dag te annuleren." 



6 dagen eerder 

Ziad Jarrah en Mohamed Atta. Enkele dagen voor de aanslagen werd $100.000 
overgeschreven naar Atta door Omar Said Sheikh. Diezelfde Sheikh is de man 
die door niemand minder dan Benazir Bhutto ervan beschuldigd werd Osama 
Bin Laden te hebben vermoord in december 2001.  

  

2 dagen eerder 

Salman Rushdie, die in 2001 onder permanente 
bescherming stond van Scotland Yard, vertelt hoe 
op maandag 10 september 2001 zijn vliegschema 
voor de volgende dag door de veiligheidsdienst 
zonder enig woord van uitleg werd geannuleerd.  

Jim Pierce, een neefje van president Bush en CEO 
van AON Corporations, zou op de ochtend van 11 
september een vergadering bijwonen op de 105de 
verdieping van de zuidtoren, waar de kantoren van 
zijn bedrijf waren ondergebracht. De vergadering 
werd verplaatst naar het Millenium Hotel, aan de 
overkant van de straat, omdat de groep te groot 
zou zijn geweest. Niettemin lieten zowat 200 AON-
medewerkers het leven toen dinsdagochtend hun 
kantoren werden getroffen. Pierce in een interview 
met KPRC-TV, ogenblikken na de aanslag: "It might 
as well have been a nuclear explosion. They were 
gone in a second. It was a huge fireball that came 
down and then back up. It was just raining metal 
and debris. We knew immediately that it was right 
below our offices." 

 
Enkele medewerkers van het Israëlische telecom-
bedrijf Odigo zouden een waarschuwing hebben 
ontvangen van wat er stond te gebeuren.  
 

https://www.bitchute.com/video/WxtHJ71pebIh/


1 dag eerder | Osama Bin Laden 

1 dag eerder | FBI 

Zim American Israeli Shipping Co., gevestigd in het 
World Trade Center, verbrak enkele dagen voor 11 
september prompt en om raadselachtige redenen 
haar huurovereenkomst. Een huurovereenkomst 
die de firma nota bene dagen voorheen nog had 
verlengd. Toch ontruimde het bedrijf halsoverkop 
al haar kantoren in de Twin Towers en betaalde 
zonder veel protest de $50.000 schadevergoeding. 
Silverstein Properties ontsprong dan weer de dans 
omdat de dag voorheen een geplande meeting op 
de 88ste verdieping in de noordtoren geannuleerd 
werd. Silverstein Properties, dat weet u, is het 
bedrijf geleid door Larry Silverstein dat in de weken 
voor de aanslagen een 99-jaar lease voor de Twin 
Towers had afgesloten. De meeting die gepland 
stond, had als onderwerp: wat te doen bij een 
terroristische aanval. Silverstein was echter niet de 
enige die 99-jaar lease contracten ondertekende. 
Frank Lowy, een Israëlisch zakenman gevestigd in 
Australië, had daags voor de aanslagen een huur-
overeenkomst afgesloten voor 50.000m² aan 
shopping malls en verhuurbare winkelruimtes. Ook 
in de Twin Towers, ook voor 99-jaar. Lowy is de 
chairman en oprichter van Westfield Holdings en zo 
hoofdaandeelhouder van Westfield America Inc. 
Het bedrijf zou voor de komende 99 jaar eigenaar 
worden van alle winkelruimtes in het commerciële 
hart van de torens, op de begane grond maar ook 
onder de grond waar winkelruimtes en shopping 
malls waren gevestigd pal op de drukste metrolijn 
en verkeersader van Manhattan. De 400 miljoen 
dollar werd evenwel niet in zijn geheel voldaan. 
Slechts 133 miljoen werd meteen aanbetaald. De 
rest zou in jaarlijkse schijven worden aangezuiverd. 
Net zoals Silverstein was Lowy meteen na het 
sluiten van de overeenkomst expliciet verzekerd 
tegen terroristische aanslagen.  

Enkele dagen voor 11 september 2001 trok FEMA 
(Federal Emergency Management Agency) naar de 
New Yorkse haven voor een oefening genaamd 
"Operation Tripod". Deze zou op 12 september 
doorgaan. Een biochemische aanval op Manhattan 
zou worden gesimuleerd. Enkele kilometers noord-
waarts werden tal van EHBO-punten opgetrokken. 
 



1 dag eerder | Pentagon 

1 dag eerder | Vrome ketters 

De inconsistenties stapelen zich op. Uitzonderlijkheden die ook 
één voor één werden genegeerd in de Commission Report. En dan 
moet de dag zelf nog aan bod komen. Dat is voor de volgende keer.

Op de ochtend van 11 september 2001 is de 12th 
Aviation Brigade niet op post in Washington. Deze 
eenheid staat normaal 24 op 7 paraat om meteen 
luchtsteun te bieden aan overheidsinstellingen in 
geval van nood. Maar niet op 11 september. Dat 
was de dag waarop ze honderden kilometers van 
huis op wapentraining waren. Onbereikbaar. 15km 
ten zuiden van Washington ligt Fort Belvoir. Op 11 
september trainden zij hun paraatheid in geval van 
een terroristische aanval. 2km verwijderd van het 
Pentagon ligt dan weer Fort Myer. In die militaire 
brandweerkazerne werd diezelfde ochtend een 
drill geoefend met als thema een neergestort lijn-
vliegtuig. In het Pentagon traint de medische staff 
die ochtend op het onwaarschijnlijke scenario van 
een vliegtuig dat zich in hun hoofdkwartier boort. 
In Chantilly, Virginia oefenen militairen en CIA-
medewerkers van de NRO (National Reconaissance 
Office) een rampscenario waarbij een lijnvliegtuig 
op hun hoofkwartier neerstort. De commando's 
van de "Joint Special Operations Command", de 
best getrainde anti-terreur commando's uit de V.S., 
zijn die dag uitzonderlijk niet op post. Ze waren op 
verplaatsing in Hongarije. In de NORAD Combat 
Operations Center, diep in de Cheyenne Mountains 
in Colorado, bereidde men dan weer de drukste 
oefendag in de geschiedenis van de Amerikaanse 
luchtmacht voor. Zowat alle toestellen werden 
ingezet voor het verjagen van fictieve Russische 
straaljagers die het luchtruim schenden, het 
afweren van denkbeeldige Russische bommen-
werpers op weg naar Amerikaanse grootsteden, en 
het onderscheppen van gekaapte lijnvluchten die 
als doelwit de WTC-toren, het Pentagon en het 
Capitol hebben. 
  

 
En net toen zowat iedere militaire compoment 
betrokken was bij deze ongezien grootschalige 
simulatie-oefening, werd fictie plots realiteit. En 
omdat de oefening tot wel 22 gekaapte vliegtuigen 
simuleerde, wist geen enkele luchtverkeersleider of 
gevechtspiloot wat nog realiteit was en wat fictie. 
De chaos was compleet. "Toeval" moet toch echt 
wel een uiterst cynisch beestje zijn.  



Pater Daniël Maes 

Een rijkelijk gezegende dag 

https://www.youtube.com/watch?v=xmVefkFFDl8


Foto-update 



Lezersvragen 
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Afbetaling 

 
Als ik vind dat het antwoord op uw vraag ook 
interessant kan zijn voor de gemeenschap, dan zorg 
ik dat die geanonimiseerd wordt gepubliceerd 
onder collectief pseudoniem "Bezorgde Bert". 
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